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tory for other kinds of informa-
tion. And it has potential business 
value beyond just protecting health 
records. We’re exploring those other 
possibilities with Symantec. This is 
how a business should be run.”

Minimize risks
The most basic reason to out-task 
is that it’s cost-prohibitive or not 
feasible to provide the service in-
house. Many companies find this is 
true with the challenge of providing 
24×7 security monitoring, and one 
of them was Healthe. It needed to 
make sure that Symantec Managed 
Security Services was effectively 
minimizing risks—and demonstrate 
that fact to stakeholders. So it hired 
an outside service to conduct pen-
etration testing of Healthe Me.

“We didn’t know when they would 
test,” Payne recalls. “They performed 
180 different types of attacks from 
43 countries, everything from denial 
of service to security penetration. 
After four weeks of attempts, the 
only thing they found was the make 
of one of the firewalls. They got to its 
log‑in screen based on that. It’s as far 
as they could go.” Healthe now has 
the brand promise of security that it 
needs to build its business.

Reduce costs, boost productivity
Yet another driver for using a man-
aged service is to get tactical relief 
when a new kind of business chal-
lenge appears—and get it without 
adding to headcount. That was the 
case at Verigy. As the company’s 
business grew, so did its email 
volume and cost. Its email service is 
outsourced, and Verigy is charged 
by the gigabyte for storage.

“We investigated email archiving 
solutions and chose Symantec 
Enterprise Vault,” says Verigy’s 
Hauschildt. As the new solution 
archives, it also compresses and  
deduplicates messages, and will 
reduce overall email storage by 40  
to 60 percent.

“We’ll get twice as much 
email storage for the same cost,” 
Hauschildt notes. “We can double 

the mailbox size quota for employ-
ees. That makes everyone happier. It 
reduces the time they spend trying 
to delete messages and stay under 
quota. And because we out-task ad-
ministration to Symantec Business 
Partner Cornerstone Technologies, 
we get these results without hiring 
anyone.”

Similarly, at HDFC Bank, “since 
we out-tasked data protection to 
Symantec, backup volume has grown 
exponentially, but costs have come 
down as a whole, and the number 
of backup staff has remained con-
stant,” Gopalakrishnan says. 

Get the best results from  
the best experts
Through out-tasking you can 
tap outside expertise that is far 
deeper and broader than what 
you could develop in-house—and 
that brings its own benefits.

This is true at HDFC Bank. “By 
out-tasking our data protection 
from Symantec, we gain from 
having Veritas NetBackup and 
access to its development team,” 
says Gopalakrishnan. “They came 
in and simplified the backup 
architecture we have 
in place, saving 
us licensing costs. 
And through  
Symantec Residency 
Services, we have a 
Symantec backup 
expert on staff 
giving our team a 
valuable knowledge transfer.”

Healthe also gains a deeper ex-
pertise in security by out-tasking 
to Symantec than it could ever 
develop in-house. For instance, 
as part of its Symantec Managed 
Security Services engagement, it 
receives Symantec DeepSight Alert 
Services and DeepSight Threat 
Management Services. These two 
services provide early warning 
and actionable information about 
relevant potential attacks, draw-
ing from the Symantec Global 
Intelligence Network of more than 
40,000 sensors deployed in more 

than 180 countries, in addition  
to more than 120 million client, 
server, and gateway systems 
employing Symantec solutions. 
The alerts that Healthe receives 
prioritize which attacks are most 
relevant to its network, and help it 
separate routine traffic from pos-
sible threats.

“The proof point of effectiveness 
is that there has not been a success-
ful intrusion on our network in the 
year and a half since deployment,” 

Payne says. “The 
DeepSight service 

advises us when preventive steps 
should be taken, and Symantec 
and Verizon, our hosting provider, 
work together to take the steps 
that will protect us. If that wasn’t 
working well, I wouldn’t be in this 
interview.”

Results like these can make 
it easy for IT executives to start 
thinking about which IT headaches 
they’d like to out-task.  n
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